Prof. Mullins
                                                                                                                    Exam #288

Prof. Mullins


 

                Exam #288


No. 10-143

IN THE SUPREME COURT OF THE UNITED STATES

SPRING TERM, 2011



Margaret Wade,






Petitioner,

v.

State of Garner, 







Respondent,




ON WRIT OF CERTIORARI TO THE SUPREME COURT OF THE UNITED STATES



BRIEF FOR RESPONDENT









 288







 ATTORNEY FOR RESPONDENT

QUESTION PRESENTED

A warrantless search incident to an arrest is a reasonable exception under the Fourth Amendment when limited to an arrestee’s person or area within her immediate control in order to prevent evidence destruction or ensure officer safety. Petitioner claims Respondent unreasonably searched the iPhone she was holding during her arrest for misdemeanor Assault and Battery. Respondent knew the iPhone contained criminalizing photographs that could be quickly deleted. Was the iPhone search unreasonable under the Fourth Amendment? 
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OPINIONS AND ORDERS BELOW
The opinion of Wade v. State heard before the state trial court, the District Court of Garner, is unreported and unavailable. The opinion of Wade v. State of the United States Court of Appeals for the Fourteenth Circuit is also unreported and unavailable.
CONSTITUTIONAL, STATUTORY, AND REGULATORY PROVISIONS INVOLVED

The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.

U.S. Const. amend. IV.

Gar. Stat. tit. 15, § 404 (2011), located in appendix A.
STANDARD OF REVIEW

This Court reviews all matters of constitutional inquiry de novo, giving no deference to a lower court’s interpretation of the United States Constitution. 

STATEMENT OF THE CASE


During a routine stop at Garner High School, seven-year police veteran, Randolph Day arrested Margaret Wade, a student, for misdemeanor Assault and Battery of the school counselor, which was never prosecuted, and Sexual Exploitation of a Child, which Wade was convicted of at a jury trial.
 Wade has also been “permanently suspended” from Garner High School under the Garner Anti-Bullying statute.


Wade, a “bad egg” in the school, had allegedly harassed and threatened Jimmy Whitten, a fellow classmate, through text messages and Facebook posts.
 During class on Dec. 2, 2010, a teacher confiscated Wade’s iPhone for texting in class.
 Thompson, remembering his promise to Whitten’s mother to investigate Wade’s harassment, looked through Wade’s phone.
 Not only did Thompson find threatening messages, but also pictures of freshmen girls in “various stages of undress.”
 Wade made these “sexually exploitive materials” public by sending them to 20 people, mostly students.
 Garner’s Sexual Exploitation of a Child statute protects the “wrongful invasion” of children’s privacy rights through “outlawing the possession” and “control of any sexually exploitive materials.”
 Acting instinctively, Thompson forwarded the pictures to his e-mail.


The following day, Officer Day made his routine stop to check with Principal Thompson on the school activity. Officer Day was appalled when he entered the office and saw “scantily clad” pictures from Wade’s iPhone on Thompson’s computer.
 Thompson quickly explained the situation just before the counselor came “bursting through the door.”
 Wade had been waiting in the counselor’s office while Thompson prepared to suspend her for violating the Garner Anti-Bullying Statute.
 The counselor tried to calm Wade after she began screaming and swinging her arms, but Wade ignored the counselor and “pushed her away.”
 

Officer Day ran to control the situation.
 Wade was holding and operating her iPhone when Officer Day ran in to arrest her.
 He immediately ordered Wade to give him the iPhone, and she complied.
 Unsure of what Wade was doing on her iPhone, Officer Day collected it to examine its contents.
 While still at the scene of arrest, Officer Day pinpointed the illegal photographs he had previously seen on Thompson’s computer.
 Office Day then confiscated the iPhone as evidence.


At a jury trial in Garner District Court, Wade was convicted of Sexual Exploitation of a Child under Gar. Stat. tit. 15, § 404 (2011).
 Photographs of “scantily clad” minor girls found on Wade’s iPhone were introduced as primary evidence.
 Wade’s motion to suppress the photographs was denied before trial.
 After depleting state and appellate approaches, Wade appealed to the Western District Court of Garner, which denied her claim.
 Using a constitutional approach, Wade appealed the conviction and suspension as violations of the “Fourth and First Amendments of the United States Constitution.”
 Subsequently, the Fourteenth Circuit affirmed the conviction and suspension because the search of her iPhone was legal, accepting the State’s claim of search “incident to arrest.”
 On Feb. 17, 2011, the United States Supreme Court granted her petition for a writ of certiorari on the constitutional issues.
 

SUMMARY OF THE ARGUMENT

Petitioner Margaret Wade’s conviction should be affirmed because the search and seizure of her iPhone was within the constitutional scope of a warrantless search incident to arrest as articulated in Chimel v. California. Any warrantless search must be limited to an arrestee’s person or area within the arrestee’s immediate control, defined as the area where he can grab a weapon or destroy or conceal evidence. Because Wade was holding her iPhone incident to her arrest, Officer Day was authorized to perform a warrantless search as within the limited constitutional scope.


Containers found on or near an arrestee at the time of the arrest are also within the constitutional scope. This Court should adopt the Fourteenth Circuit’s analogy of the iPhone to a closed container. Although the iPhone’s contents are intangible, its digitalization does not justify carving out a more limited rule than what is allowed when searching tangible containers. This Court’s concentration on adjudicating bright-line rules governing warrantless searches should not be overlooked. Because Wade’s search properly falls under the rule governing searches of containers, to adjudicate a more complex rule for an iPhone would muddle historical Fourth Amendment principles and frustrate an officer’s acts of law enforcement.


In addition to the constitutional scope, a warrantless search incident to arrest must not be remote in relation to the time of the arrest. This Court held a search an hour and a half after the arrest and not at the scene of the arrest as an unreasonable intrusion upon the defendant’s privacy. However, because Wade’s iPhone was searched simultaneous with the arrest and at the scene of the arrest, Wade’s privacy interests were not unreasonably intruded upon. 
ARGUMENT

The Fourteenth Circuit properly affirmed Wade’s conviction and found the iPhone search as reasonable under the Fourth Amendment because the scope was limited, the search was immediate, and Wade did not have a reasonable expectation of privacy in her iPhone.


The Fourth Amendment has been incorporated through the due process clause of the Fourteenth Amendment to apply to state actors.
 The Fourth Amendment places limitations on the government to protect people, not places against “unreasonable search and seizure,”
 making warrantless searches per se unreasonable.
 However, this Court has long recognized the exception of a warrantless search when incident to a lawful arrest. 


As early as 1914, this Court suggested that the government has the right to search a legally arrested person to discover and seize evidence of the crime.
 Conversely, when evidence is obtained from an unreasonable search, it shall be excluded at trial under the exclusionary rule.
 This rule gives effect to the Fourth Amendment’s protection of one’s privacy in one’s property.
 This Court proceeded to define warrantless searches as extending to whatever is found on or under the immediate control of an arrestee’s person.
 The warrantless search exception continued gaining judicial attention until 1969 when this Court adjudicated its first bright-line rule.
 


In Chimel v. California, this Court established as unreasonable, warrantless searches allowing an officer to “rummage” at will in an arrestee’s home for any convicting evidence.
 It narrowed the searchable scope to that of the arrestee’s person and the area within his immediate control, defined as the area where he might grab a weapon or destroy or conceal evidence.
 It justified extending the scope from the arrestee’s person to the limited area because it ensured officer safety and prevented destruction or concealment of evidence.
 This bright-line rule continues aiding courts in determining the permissible scope of warrantless searches.


Subsequently, this Court found a closed container discovered in an arrestee’s coat pocket as within the permissible scope.
 Searching the container did not require justifications of officer safety or evidence preservation because it was incident to a full-search of the arrestee’s person.
 A container has been broadly defined as an object capable of holding another object.
 Ultimately, a search incident to arrest is justified to protect an officer’s safety and prevent destruction or concealment of evidence; absent these justifications, the search is unreasonable, unless it is a full-search of an arrestee’s person.


This Court has also considered the timing of the search in relation to the arrest.
 The arrestee’s proximity and confinement during the arrest bears on the search’s reasonableness.
 A search is considered “incident to arrest” when it is “substantially contemporaneous with the arrest” and “confined to the immediate vicinity of the arrest.”


Lastly, this Court has considered the search in light of the reasonable expectation of privacy the arrestee has manifested in the property searched.
 Privacy considerations are given greater weight when a defendant’s conduct demonstrates he is manifesting a reasonable expectation of privacy in the container.
 However, when a defendant voluntarily shares information with a third party, he destroys any expectation of privacy he has in the information.
 

The foregoing judicial holdings were adjudicated in light of a need for bright-line rules that are “straight-forward,” “easily applied, and predictably enforced.”
 This Court has not seen a warrantless cell phone search incident to arrest. However, lower courts have used the historical bright-line rules to respond to this changing technology.
 Lower courts have analogized cell phones to closed containers, authorizing officers to reasonably search and seize their contents under the warrantless search exception.
 However, lower courts rejecting cell phone searches do so when the search is too remote from the arrest or lacks a threat to officer safety or a threat of destruction of evidence.


To depart from established bright-line rules and create a new rule for cell phones would disturb Fourth Amendment principles and common law doctrine. Common law defines an arrest as “intended to vindicate society’s interests in having its laws obeyed.”
 Although an iPhone is more complex than a traditional cell phone, pager or other tangible container, the State’s interest in protecting citizens against criminal conduct cannot be excused to afford protection of evidence for which one can be criminally prosecuted.

A. The digitalization of the photographs does not remove the iPhone from the container rule adjudicated in United States v. Robinson.

Under Chimel’s permissible scope in Robinson, this Court found that searching a closed container found on an arrestee’s person is lawful.
 Because the container was found on his person, the officer had just as much justification to disarm him of weapons as he did to “preserve evidence” for its use at trial.
 The container, a cigarette package covertly containing heroin capsules, was thus used at trial to convict defendant.
 This Court rejected the lower court’s finding that the officer could only search for evidence related to the arresting offense, a driver’s license revocation.
 The lawful arrest itself is the only justification needed because “once a person is lawfully…under arrest, she has a reduced expectation of privacy in her person.”
 An officer makes a quick “ad hoc judgment” of the search’s scope, which the Fourth Amendment does not require to be analyzed step-by-step.
 Therefore, having in the course of the lawful arrest come across the cigarette package, the officer was permitted to open it, and having discovered the heroin, he was permitted to seize it as evidence of criminal conduct.
 


When analyzing the container rule, some lower courts have found when a defendant is not holding the container that its content is by itself not actually within Chimel’s permissible scope because a defendant cannot access immediate control over it.
 Conversely, when the defendant carried the container, its contents were found constructively within the defendant’s immediate control because it was a part of the defendant’s person.
 Searches of one’s person have included an arrestee’s clothes, a wallet characterized as an “element of his clothing,” and a cell phone found on arrestee.
 


The search and seizure of Wade’s iPhone properly falls under the rule governing closed containers when found on an arrestee’s person. First, under Chimel’s permissible scope, Wade was holding her iPhone incident to arrest; therefore, it was undeniably found on Wade’s person.
 Wade holding her iPhone is similar to the cigarette package discovered in defendant’s coat pocket. Although it is likely Wade could not immediately control the photographs by merely holding the iPhone, because she was also operating it incident to arrest, she could have immediately accessed control over the photographs.
 Likewise, when a container is within an arrestee’s immediate control, the contents have been held to constructively be within immediate control as well.
 


Additionally, Day was authorized to open the container because it was found on Wade’s person incident to the arrest. Although a container is described as “an object capable of holding another object,” the digitalization of the iPhone should not remove it from this definition.
 If Wade had been holding a wallet containing criminalizing photographs, the wallet and the photographs inside could be searched as a closed container found on an arrestee’s person.
 Although the photographs were not related to the arresting offense, Day was authorized to perform a full search of Wade’s person because it was incident to a lawful arrest.
 Therefore, the search of Wade’s iPhone does not exceed the permissible scope of the established Fourth Amendment law.  

B. Wade cannot capitalize on the holding of the unreasonable search in Chadwick v. United States because the searches are fundamentally different in time.

The search in the foregoing case is invalid as incident to arrest because the searches’ remoteness from the actual arrest destroyed any justification for a warrantless search. In Chadwick v. United States, officers searched defendants’ automobile incident to their arrest and seized a locked footlocker from the trunk.
 An hour and a half after the arrest at the police station, officers opened the locked footlocker without a warrant and found marijuana.
 This Court recognized the defendant’s established expectation of privacy in the locked footlocker, which was “due the protection of the Fourth Amendment Warrant Clause.”
 Officers should have obtained a search warrant once they arrived at the station because the arrestee could no longer access the locked footlocker.
 Therefore, the search was unreasonable, as outside the permissible scope, because the officers violated the defendant’s privacy protections under the Fourth Amendment without a justification.


In United States v. Park, searching a cell phone at the police station was also too remote to be defined as incident to arrest.
 The Park Court distinguished its case from cases of reasonable searches, such as where a cell phone was searched at the scene of arrest, and a pager was promptly searched in order to prevent the destruction of evidence, thus demonstrating an exigency circumstance.
 Therefore, once the defendant lost accessibility to the cell phone and a considerable amount of time had passed, the search exceeded the permissible scope.
 

A search becomes unreasonable when an arrestee can no longer gain access to the property, or if no exigency circumstance exists, such as the need to preserve evidence.
 However, Wade’s search contains neither element of unreasonableness. Day obtained Wade’s iPhone at the scene of the arrest moments after he informed her she was under arrest.
 Wade’s search is fundamentally different from the searches in Chawick and Park because it occurred at the scene of the arrest. Furthermore, when Day found Wade, she was operating her iPhone.
 Day knew the photographs were on Wade’s iPhone and that she had immediate access to delete the photographs.
 Because the iPhone’s digitalization allows quick deletion of its contents, it presented an exigency circumstance, similar to a pager’s reasonable search to prevent evidence destruction. Although Principal Thompson had saved the photographs on his e-mail, without evidencing the photographs on Wade’s iPhone, Wade could not be connected to the photographs on Thompson’s computer, which would unjustly result in her aquittal.
 Day thereby properly obtained the iPhone and immediately pinpointed the photographs to prevent their deletion.
 Therefore, because Wade’s search was not remote and contained an exigency circumstance, it is consistent with reasonable searches under the Fourth Amendment.

C. In respect to bright-line rules, a limited iPhone search does not infringe on Fourth Amendment privacy protections when Wade did not establish a reasonable expectation of privacy in the photographs.


This Court’s concentration on bright-line rules cannot be ignored. Societal interests are best served when an officer acts under mundane rules where he can quickly determine if an individual’s invasion of privacy is justified.
 To determine a workable rule in unfamiliar situations, this Court has used Chimel to formulate the area’s limitations in “light of that generalization.”
 Although this Court has not seen a cell phone situation, lower courts have applied Robinson to non-tangible, digital containers, such as pagers, cell phones, and computer memo books.
 Lower court decisions seem consistent with how this Court handled its first cases about automobiles and containers.


In United States v. Finley, the court found that Robinson authorized police to search defendant’s cell phone to seize text messages.
 When conceptualizing seizing text messages into three separate steps, it is easily applicable to the container rule.
 First, an officer opens the text message folder, second, opens the list of received text messages, and lastly, opens and reads a particular text message.
 The search is fundamentally similar to the container searched in Robinson where the officer first, performed a full-body search, second, pulled out the cigarette package out of defendant’s jacket, and lastly, opened the package to find heroin.
 


Although the search of a cell phone methodically fits the container rule, legal scholars and professors have announced fear of unreasonable invasions of privacy when officers are authorized to search cell phones incident to an arrest.
 Because an iPhone can carry immense amounts of private information, to allow officers to obtain this information during a routine traffic violation seems anything but reasonable.
 The iPhone’s data storage greatly exceeds that of any tangible container one can carry on one’s person. Its capabilities also exceed that of a pager or a traditional cell phone. These concerns address situations where one has established a reasonable expectation of privacy in the property, and the officer is without justification to intrude upon that privacy. However, the situation before this Court is different because of Wade’s conduct.


When Wade texted the photographs to 20 other individuals, she depressed her expectation of privacy in the photographs.
 To evaluate privacy expectations, this Court has looked to a defendant’s conduct in relation to the information or container’s contents.
 Whenever a defendant voluntarily discloses information to a third party, he loses any reasonable expectation of privacy in that information.
 For example, this Court has held defendants have no reasonable expectation of privacy in telephone numbers dialed and as a result communicated to the telephone company.
 Conversely, defendants had a reasonable expectation of privacy in a locked footlocker
 and a closed telephone booth.
 Wade’s conduct is fundamentally similar to the defendant who dialed telephone numbers, which did not manifest a reasonable expectation of privacy. Therefore, Wade had no reasonable expectation of privacy in the photographs on her iPhone.


Although these photographs were contained in her iPhone, Day did not rummage through other information but immediately pinpointed the photographs.
 Wade cannot hide behind a claim of intrusion of her privacy when she knowingly sent the photographs to other people, and Day limited his search to the photographs. Under these facts, Wade’s conduct depressed her privacy right guaranteed by the Fourth Amendment in respect to the photographs on her iPhone. Therefore, Wade was not denied her Fourth Amendment rights.
CONCLUSION


Because the search of Wade’s iPhone methodically fits within the search incident to arrest doctrine as it relates to closed containers, and Wade did not have a reasonable expectation of privacy in her iPhone’s contents, the search was constitutional under established Fourth Amendment law. Therefore, Respondent respectfully requests this Court to affirm the Fourteenth Circuit’s affirmation of Wade’s conviction of Sexual Exploitation of a Child.

Respectfully submitted,
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