Report Administration Application

You use the Reports Administration application to open a list of reports, define reports for your users, change names of reports and field titles, and set or view security. As the Report Administrator, you can specify for your users the availability of reports and how they open, run, and print; the appearance of report titles and headings, and report security settings.

Report Tab

You use the Report tab to perform the following actions:

· configure reporting options

· delete a report

· duplicate a report

· import report and library files

· preview and print reports

· register (add) a report to the database

· set and view report security.

You gain access to the report-related actions through the Select Action menu or by using the fields and commands on the tab.

A separate topic describes each of the following actions:

· Add a Report -Complete the following these steps to register a report. When you register a report, you add the report to the database.

· Configure a Browser View of Report -configure a report so that an end-user can click to open it in a report browser.
· Configure a Report for Direct Print - configure a report so that an end-user can click to print it.

· Configure a Report for Direct Print with Attached Documents - configure a report with attached documents so that an end-user can double-click to print the report and the documents.

· Delete Report -Remove a report from the database and remove any scheduled activities for the report.

· Duplicate Report -Duplicate a report to save it to a cloned application or add it to multiple applications.

· Import Library File -Import a library file into your database. Library files contain components that you can use in one or more designs to provide consistent behavior and performance.

· Import Report -Import the BIRT Report Design file (the report file) into the database.

· Limit the Number of Report Records -Set a limit on the number of records against which an end-user can run a report without diminishing system resources.

· Preview a Report -Preview the request page before you run a report. The request page shows which parameters, if any, appear when the end-user runs the report.

· Set Application Security -Set application security at group level for all reports in a selected application.

· View Group Security -See which groups have authorization to run a report.

· View Library File -See if the libraries that you need for a report already exist in the database.

· View Report Dependencies - See if the libraries, on which a report depends, exist in the database.

See Also

Add a Report
Configure a Browser View of Report
Configure a Report for Direct Print
Configure a Report for Direct Print with Attached Documents
Delete a Report
Duplicate Report
Import a Library File
Import Report
Limit the Number of Report Records
Preview a Report
Set Application Security
View Group Security
View a Library File
View Report Dependencies
Security Tab

You use the Security Tab to set report file security. The Security tab has three sections.

The first section contains the following information:

· unique report name and description

· associated application

These fields are read-only.

The second section lists the groups that have access to the report. Click Select Value [image: image1]to help to add new groups. The groups that appear have Run Reports security access. You set this access in the Security Groups application.

The third section contains the groups that have access to both the selected application and the report type. This action is set through Set Application Security in the Select Action menu. A separate topic describes this action.
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Labels tab

After publishing a report to your database, you can use the Labels tab to change the values of report titles and field labels in your report. Use the labels tab to quickly customize your report in the Report Administration application without making changes in the report designer.

Adding reports

After creating a report, use the Report Administration application to register the report to the database so the user can access and run it. If you use the reports.cmd command to import all reports, libraries, and resource files, do not individually add reports through this procedure.

1. In the Report Administration application, click New Report [image: image2].

2. In the Report File Name field, type the file name of the report, with the file extension, EXACTLY as you created it in the report designer.

3. In the Report Type field, select the type of report.

0. In the Application field, enter the application that end users use to run this report.  The application name you select determines the following information:

· the application from which the end user can access the report

· the attribute names of any report parameters

0. Select the Report Folder field. This field defaults to the value you enter in the Application field. 

Note: To add a parameter-based report, click New Row and enter parameter information. After you register parameters, the end user can use those parameters to have the system filter data. The report generates only the information that the end user needs.

0. Click Save Report [image: image3].

1. Click Generate Request Page to apply the changes.
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Creating a query-based report

You create query-based reports to specify what information you want to view and the order in which that information appears.

1. Within the selected application, go to the Select Action menu and select Run Reports.

2. In the Reports Dialog Box, select Create.

3. Under Available Fields, select a field and click Select Attribute [image: image4]. The fields you select will appear in order as columns on the query-based report. You can use filtering to locate rows to include in your report.

0. Repeat the previous step for each field you want to include in the report.

1. Click Submit to create the report.
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Enabling the printing of attached documents

To print Microsoft Office documents with a report, you must enable ActiveX controls through Internet Explorer. You can print Microsoft Office documents that have the following document extensions: .doc, .ppt, and .xls.

In addition to configuring ActiveX controls in your browser, as the Report Administrator you must also ensure that the Global Value field in the mxe.activex property is set to 1 (the default). Open the System Properties application to set this value.

1. In Internet Explorer, select Tools > Internet Options to open the Internet Options window.

2. On the Security tab. click Custom Level to open the Security Settings window.

3. Enable the following ActiveX controls and plug-ins:

· Automatic Prompting for ActiveX controls

· Binary and script behaviors

· Download signed ActiveX controls

· Download unsigned ActiveX controls

· Initialize and script ActiveX controls not marked as safe

· Run ActiveX controls and plug-ins

· Script ActiveX controls marked safe for scripting

0. Click OK.

1. In the message window that opens, click Yes to save your settings.

2. Click Trusted Sites, and click Sites to open the Trusted Sites window.

3. In the Add this Web site to the zone field, type the application URL from which you expect to receive attachments.

4. Click Add. Click OK. You now can print Microsoft documents attached to your report.
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Creating a browser shortcut for reports

You can create a shortcut so the user can click an icon in the application toolbar to open a report in the browser. By creating a shortcut, the user does not have to click multiple times by selecting Run Reports from the Select Action menu.

You can create a shortcut only for reports without parameters.

Example  The Work Order Details Report is a report without parameters.

1. Open the Report Administration application and select a report that has no parameters.

2. In the Toolbar Sequence field, enter a number. For example, if you type 1, the icon for this report appears first (on the left) of the report icons in the application toolbar. The system validates the number that you enter. You cannot use the same number more than once.

0. Select the Browser View of Report? check box.

1. In the Browser View Location field, enter a value other than None. This field determines the application tabs that have an active Browser View icon [image: image5]. The following options are available:

1. All – Available on all tabs for the selected application.

1. List – Available on the List tab for the selected application.

1. Main –Available on all tabs, except the list tab.

1. None – Does not appear in the selected application. None is the default.

2. Click Save Report [image: image6]. 

If you have not previously configured this report to open in your browser, also click Generate Request Page. 
To check the shortcut, go to the application and locate the Browser View icon [image: image7]on the toolbar. Move the cursor over the icon to see the report name as the tool tip. Users click this icon to open the selected report in the report browser.
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Adding data sources

You add data sources so you can run your report on an external environment. There is no validation for the database values you type. You must ensure your values are valid.

1. Open the Report Administration application and select the Configure Data Sources action.

2. Complete the following fields. 
· Data Source Name – The Source Name of the Database on which you want to run reports. You can run reports against any type of database that has a JDBC driver.

· Database URL – the JDBC connection URL of the database. This URL will vary depending on the database you connect to.

· Database Driver – the JDBC driver defined for that database.

· Database User Name – the database user name the server uses to attach to the database server.

· Database User Password – the password for the Database User Name.
3. Click OK to save your changes.
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Creating a printing shortcut for reports with attached documents

When you add the Direct Print with Attachments icon to an application toolbar, you click the icon once to print a report with attachments, instead of clicking multiple times by selecting the Run Reports option from the Select Action menu. You can add this function only for those reports without parameters.

Example: The Work Order Details Report is a report without parameters.

To print a report with Microsoft documents, you must also enable Active X controls.

1. Open the Report Administration application and select a report that has no parameters.

0. Select the Limit Records check box.

1. In the Max Record Limit field, enter the maximum number of records on which a user can run the report. This value can be any number greater than zero.

2. In the Toolbar Sequence field, enter a number. For example, if you enter 1, the icon for this report appears first (on the left) of the report icons in the application toolbar. The system validates the number that you enter. Do not enter the same number more than once.
3. Select the Direct Print with Attachments? check box.
4. In the Direct Print Attachment Location field, specify a value other than None. This field determines the application tabs that have an active Direct Print with Attachments icon [image: image8]. The following options are available:

0. All – All tabs for the selected application. 

0. List – Only on the List tab for the selected application.

0. Main – Available on all tabs, except the list tab.

0. None – Does not appear in the selected application. None is the default.
5. Click Save Report [image: image9]to apply the changes.
6. Click Generate Request Page if you have not previously enabled this report for Direct Print with Attached Documents.
7. To check the Direct Print with Attached Documents function from the application, locate the Direct Print with Attachments icon [image: image10]on the toolbar. Move your cursor over the icon to see the report name as the tool tip.

Users click this icon and select Yes in a Message dialog box to print the selected report with attached documents.

See Also

Enabling the printing of attached documents 
Limiting the number of report records
Deleting reports

When you delete a report, you remove the report and its associated files from the database. You also remove any scheduled activities for the report.

1. In the Report Administration application, select the report you want to delete.

2. Select the Delete Report action. If you are deleting a BIRT report, a message box asks you to confirm the deletion. For other report types, there is no prompt for confirmation.
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Duplicating reports

When you duplicate a report, you create an exact replica. Since two reports cannot have the same name, you must change either the Report File Name or Application field value.

Among reasons for duplicating a report:

· You want to add the report to a cloned application. You duplicate the report and save the duplicate to the cloned application.

· You want to register (add) a report to multiple related applications. You duplicate the report and save it to the related applications.

1. In the Report Administration application, select the report you want to duplicate.

2. Select the Duplicate Report action to duplicate the report record. When you duplicate a report, change either the Report File Name field or the Application field. These two fields determine the unique file name for each report.

0. Click Save [image: image11].
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Importing library files

Library files contain components that you can use in report designs to provide consistent behavior and performance. Library files are useful when many reports use the same component multiple times. You import a library file before you import the corresponding reports.

This procedure applies only to BIRT reports.

1. Open the Report Administration application and select the Import Library File action.

Optional: In the Existing Library File field, enter the file name of the library. Use this field to import an updated version of a library file.

0. In the Library File field, enter the file location. You import the .rptlibrary library file from this location. 

Optional: In the Report Resource File field, enter the location of any resource files. Resource files contain items such as images or external files. This field is optional.

0. Click OK to save your changes.
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Importing reports

Import a BIRT Report Design file (the report file) to either add a new report or bring an updated version of an existing report into your database. Before you import the design file, you must import any associated library files.

This action is available only from the Report tab.

Note: To add multiple design files, use the importreport.cmd command.

1. Open the Report Administration application and select the Report tab.

2. From the Select Action menu, select Import Report. The Import Report dialog box opens. The existing report design file and the associated application name appear.

0. In the Report Design File field, enter the location of the report file you are importing. Click Browse to locate a Report Design file. The system does not validate this field. Be certain you enter the correct location. 

0. In the Report Resource File field, enter the location of any resource files. Resource files contain such items as images or external files. Click Browse to locate a Report Resource file. This field is optional. The system does not validate this field. Be certain you enter the correct location. 

0. Click OK. to save your changes.
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Limiting the number of report records

You can limit the number of records on which a report can be run to prevent users from inadvertently running detailed reports on all database records. You can limit report records only for reports without parameters.

1. Open the Report Administration application and click the Report tab.

2. Select the Limit Records check box. 

3. In the Max Record Limit field, enter the maximum number of records on which a report can be run.  The detail reports sent to you have the limit records feature selected. The default value for these reports is 200 records.

0. Click Save Report.

1. Click Generate Request Page to apply the changes.
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Previewing request pages

Preview a request page to verify that the correct parameters, if any, appear to the user who runs the report.

1. In the Report Administration application, select a report and click Preview. The Request Page dialog box opens. The parameters that appear depend on the report that you select. 

2. Enter values in any required fields.

0. Click Submit to view the report with those parameters.
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Viewing scheduled reports

You can view scheduled report jobs to see which reports are scheduled, view report load, and delete reports that have not yet run.

1. Open the Report Administration application.

2. From the Select Action menu, select View Scheduled Reports. 

3. From the View Scheduled Reports dialog box, you can view and change schedule and e-mail information for a selected report. You can also mark a report for deletion.

4. Click OK to close the dialog box.
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Setting application security

Set application security to define report access for the groups in your organization. For each group, you can also define the types of reports for which they have access.

The MAXADMIN group has access to all "out of the box" reports. For other groups, you must specify access for each application to which you want that group to have access.

1. In the Report Administration application, select the Set Application Security action.

2. Select an application name from the Applications table window. Click New Row.

3. In the Application Level Security table window you can add, change, or delete security settings for a group. Expand the table window to define report types.

Example: You can set report security so that Group A can see all reports in the Classifications application.

0. Click Save [image: image12]. 
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Setting application security

When you set security for a report, you can define that security for a selected type of report or all reports.

1. In the Report Administration application, from the Select Action menu, select Set All Application Security.

2. Type a value for the Group. 

3. Select the check box corresponding to the type of report that you want to set security. 

Example:  To set security for all BIRT Reports, select the BIRT Reports checkbox.

0. Click OK  [image: image13] to save your changes. 
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Setting report file security

You set security for reports to determine which groups have access to those reports. The MAXADMIN group has access to all reports that are ready for you to use without modification. You must individually set up group access to other applications.

1. In the Report Administration application, select a report and click the Security tab.

2. In the Report Level Security table window, click New Row.

3. Type a group name in the Group field or click Select Value. The Select Value dialog box lists only those groups that have "run report" access to the selected application and corresponding report type.

For example, you can provide Group A with access to all types of reports in the Classification application.

0. Click Save.
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Viewing group security

You can view report security to see the reports for which a group has access. The MAXADMIN group has access to reports that are ready for you to use without modification. You can set up application access for other groups individually.

1. Open the Report Administration application.

2. From the Select Action menu, select View Group Security.

3. Type a group name in the Group field or click Select Value. The dialog box displays report access information for those applications to which the group has access.

For example, if you select Group A you see a list of applications to which Group A has report access. You also see the types of reports that Group A can view. For example, a group might have access only to BIRT reports.

0. Click OK to close the dialog box.
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Viewing library files

You view library files to determine if the libraries you need for a report exist in the database.

1. Open the Report Administration application.

2. From the Select Action menu, select View Library File. The View Library File dialog box displays a list of library files in the database. 

This dialog box also contains information on the presence of resource files. Resource files contain items such as images and external files.

0. Click OK to close the dialog box.
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Viewing report dependencies

You view report dependencies to see on which library files the report design file is dependent. You view report dependencies only for BIRT reports.

1. Open the Report Administration application and select a report.

2. Click the Report tab.

3. From the Select Action menu, select  View Report Dependencies to display the library files on which the report is dependent.  If a library file does not exist, you must import it.

4. Click OK to close the dialog box.
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